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Healthcare – Impact of Technologies

• Technology improves Clinical Outcomes, reduces costs 

and improves quality of life

• Technology has significantly impacted the way physicians 

deliver care e.g. Electronic Health Records, AI, Blockchain 

etc.

• There have been major workflow changes in hospitals

• Overall Technology has the potential and to a 

considerable extent LOWERED healthcare costs IN THE 

LONG RUN
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Technology Overview – a MacroView
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Innovations in Healthcare Technologies

• 1950s and earlier

• Artificial Kidney

• X ray

• Electrocardiogram

• Cardiac Pacemaker

• Cardiopulmonary bypass

• Antibiotic Production technology

• Defibrillator

• 1960s

• Heart valve replacement

• Intraocular lens

• Ultrasound

• Vascular grafts

• Blood analysis and processing

• 1970s

– Computer assisted tomography

– Artificial hip and knee replacements

– Balloon catheter

– Endoscopy

– Biological plant food engineering

• 1980s 

– Magnetic resonance imaging

– Laser surgery

– Vascular grafts

– Recombinant therapeutics 

• Present day

• Genomic sequencing and 

microarrays

• Positron Emission tomography

• Image guided surgery
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Major Disruptive Technologies

Cybersecurity
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Technology Components of  an Intelligent Hospital

Transducers and 
Sensors

Advanced 
Medical Devices

Connectivity
Physiological and 

Alarm Management

Real Time 
Location systems

Accurate Patient 

Identification and 

Association
Device Tracking

Medication 
Administration

Imaging and 
Video

Visualization of 
units and rooms

Enhanced 
Communication

Point of care 
Information 

Delivery

Inventory 
Management

Supply Chain 

Management for 

high value supplies

Network and 
Wireless 

Infrastructure
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Connectivity Architecture
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Departmental Automation



Imaging

Radiology Reporting :  Are Radiology reports capable of 

being integrated into the Medical Record and cross 

referenced with other clinical information. Standardization, 

such as the structured report facilitates this.

Voice recognition is becoming widely used for report 

generation. This is a time, and cost saving requirements and 

requires integration.

There could be possibility of research to mine the reports 

and correlate the findings with Biomarkers. This requires IT 

expertise in report design and database mining.

Systems Integration in a multi vendor environment is a 

challenge.

Increasingly images are required to be shared outside the 

working environment ( sent to clinicians' home if required). 

This poses major IT Security issues.

Portable Imaging Units in the Hospital with Digital Radiology, 

Mobile CT is a challenge to the IT Infrastructure.

Management of large volume of Imaging data: data 

overload needs to be managed by the It department.

The IT professional’s issue with Imaging is simply to make data 

available at all time and in all locations.

CT is responsible for maximum data generation. As new CT 

scanners with thinner slices hit the market, the data generated is 

increased by multiple factors and IT has to manage the data 

overload 

Images from all current technologies are digital, and therefore 

software and data intensive, creating not only significant 

opportunities but also challenges.

Remote data access, multiuser access, and institutional sharing 

of imaging data impose significant requirements on the IT 

department.

PACS is the centre point of modern digital imaging

Determining which devices being considered for purchase will 

be able to communicate with  others is a critical part of 

equipment selection process. IT  participation is an integral 

requirement.

As portable medical equipment becomes widespread 

transmission of large volumes of data over wireless networks will 

have to be managed.

Tracking and maintaining multiple data storage requirements 

require significant IT Infrastructure and planning.
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Intensive Care Systems

❑ Decision on connecting physiological
monitoring systems, including printers and
notification devices to the It Network

❑ Identify and address network security,
data integrity, and quality of service issues

❑ Identify and add wireless network
requirements and frequency allocations

❑ Identity IT resource allocations ( training,
staffing, new policies and procedures)

❑ Wireless Patient Monitoring can be beneficial in
some circumstances but require extra attention in
implementation and maintenance. Wireless systems
are preferred in critical care areas such as ICU
because of the criticality of Medical Alarms

❑ IT is getting closer to the patient interface and is
integral to patient safety. The Quality of service for
patient data must be considered – especially for
medical alarms where 100% reliability is required.

❑ IT’s proximity to the patient has impact on security
issues such as HIPAA regulations and the increased
need for network and data security.

❑ Physiologic Monitoring Systems require 24x7
operations. This can affect how IT manages servicing
and troubleshooting of problems, software
installation, upgrades and patches

❑ The criticality of physiologic monitoring systems
means that IT should play an increased role in
planning, procurement and ongoing support.
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Infusion Technologies

Decisions on Infusion Pumps are made on safety 

software and connectivity. As logs of Infusion 

pumps are maintained by IT Staff, their 

involvement is critical to assessment.

If Infusion pumps are connected into the network, 

there is need for an Infusion Pump server to hold 

log data, drug libraries and supplier’s log analysis 

besides library editing software.

Safe, Effective deployment of infusion pumps 

requires a robust IT Infrastructure.

The current trend is wireless communication 

capability for transferring data (such as logs or 

drug libraries) to and from a centralized server 

over a hospital wireless network. In some cases, 

the pump server is the gateway to other 

information systems.

Pumps are one part of an interconnected system 

that includes CPOE, Smart Pumps, Pharmacy 

information Systems, bar code administration 

systems, and Electronic Medical Administration 

Record systems

Any patient identifying information within a pump log may 

be considered personal health information and will need 

to ensure HIPAA compliance

Implementation of Pumps with Dose Error Reduction 

Systems will require extensive planning and therefore 

significant foresight during the purchasing process.

IT Staff and Administrators can help clinicians a biomedical 

engineers by participation in purchasing decisions, and 

planning and implementing appropriate infrastructure.

As Infusion Systems are among the most HAZARDOUS 

technologies in the hospital, the IT Department can make 

a significant contribution to patient safety.
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Anesthesia Information Systems

The Medical Devices with which 

Anesthesia Information Management 

Systems (AIMS) interfaces are Physiological 

Monitors and Infusion Pumps. As with any 

Information System, interfacing is an issue 

that requires close monitoring.

AIMS should be kept up to date with 

supplier updates as needed. However IT 

Department will have to work closely with 

all IT system vendors to ensure that 

updates will not affect interfaces to other 

networked systems such as third-party 

billing or scheduling software

Depending on the hardware and software 

offered by the supplier, some AIMS and 

other information systems can be 

interfaced with each other and various 

medical devices. Compatibility of AIMS, 

systems and devices must be confirmed 

before system purchase and verified by IT 

Department.

A thorough definition of system needs is 

critical in defining purchase options and 

system performance metrics. This must be 

verified by IT.
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Operating Room Integration and Surgical Video systems

Although not a traditional IT domain, clinicians 
and others deciding on OR Integration 
increasingly rely on the IT Department for 
assistance in selection of  Video Components 
and formats. Video signals are commonly 
distributed between components by 
established TV connection standards. 
However with advent of HD, signal routing 
even over short distances is a challenge. 
Distribution of HD requires high quality cables.

Analog/Digital : signals characterized as HD as 
well as those associated with the highest 
resolution are digital, but not all digital signals 
are HD. The decision to use analog or digital 
will be based on specific requirements. 

Equipment is now available that takes 
advantage of IT technologies like streaming, 
vide compression etc. IT involvement is 
required to plan the bandwidth necessary for 
such applications.

The capture, display, distribution and 

storage of AV signals from surgical 

procedures are dependent on OR 

integration systems.

Measures should be taken while planning 

and installation to allow signals from all 

sources in the OR to be handled.

An important OR Integration safety 

measure is to ensure that only 

components meeting appropriate safety 

standards are installed in the surgical field.

The involvement of the IT department in 

planning Video distribution, streaming 

technologies, appropriate compression, 

standards of integration and bandwidth is 
mandatory13
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Clinical Information Systems

Clinical information systems (CIS) are computer-based information systems that 

facilitate the dissemination and manipulation of administrative information at the 

patient’s bedside. Clinical information systems can be limited to certain clinical 

areas of interest (pharmacy, laboratory, radiology, bedside etc.), or encompass 

multiple systems. The systems can also provide the tracking of the patient’s 

condition (vital  signs etc.) and can assist in clinical report generation. 

Why clinical information systems are important?
• Improve patient safety

• Reduce medical errors

• Automate patient verification

• Improve clinical decision accuracy

• Reduce redundant documentation

• Quickly access patient data

• Access patient records remotely

• Paperless patient records

• Increase patient care quality

• Improve treatment and outcomes through effective decision support tools

• Continuously evaluate outcomes to improve care quality
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Technology
• Remote diagnostic imaging in Real Time

Patient Benefits

• Allows for real time consultations for a variety of 

sites at once
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New Frontiers
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Common Standards/ 

network

Improved data 
management /exchange

System interoperability

Increased security

Infrastructure/ Portal

Improved communication

Better information

Better use of clinical / 
patient resources

Quality in medication

Faster patient recovery 

More effective use of 
medication

Better supply management

Better identification of risk 
groups

EMR/EHR

Better use of staff resources

Improved documentation

Better information 
accessibility

Improved patient care

Disease 
management

Better use of clinical resources

Better monitoring and prevention 

Increased patient involvement

Better identification of risk groups

The Digital Revolution – Transformation of Healthcare 

through Information Management
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Technology

• Brings together patient, financial and other 

systems 

Patient Benefits

• Allows for greater visibility and control of 

processes

Block Chain Architecture
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• Technology
• Supports the analysis of data and design making

using Clinical and Business Operations Data

• Patient Benefits
• Diagnostic Support

• Quality Control & Benchmarking

• Financial Analysis

• Operations Analysis

• Efficiency/Effectiveness Studies

• Process Engineering

• Improved Customer Service

• Improved Patient Care

Artificial Intelligence in Healthcare
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What is Internet of things (IoT) and Internet of Medical Things 

( IoMT)

• The internet of things (IoT) is a computing concept that

describes the idea of everyday physical objects being

connected to the internet and being able to identify

themselves to other devices. The term is closely identified with

RFID as the method of communication, although it also may

include other sensor technologies, wireless technologies or QR

codes.

• The Internet of Medical Things (IoMT) is the collection

of medical devices and applications that connect to

healthcare IT systems through online computer networks.

Medical devices equipped with Wi-Fi allow the machine-to-

machine communication that is the basis of IoMT
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The Universe of IoT



Planning for Disruptive Technologies

Health IT, Departmental 

Automation, Cybersecurity and 
Accreditation

IoT Healthcare Applications



Planning for Disruptive Technologies

Health IT, Departmental 

Automation, Cybersecurity and 
Accreditation

IoT Product Spectrum

Source : Frost and Sullivan Research reports 2019
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IoT Defibrillators for Automation of Hospital Support  

Source : Medtronic, 2019
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Source :IoTforall

Better Utilization of critical medical systems
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Artificial Intelligence Applications in Healthcare
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Artificial Intelligence and Cancer Therapy
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Use of AI in IBM Watson Systems
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Thank You


